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Siseministeeriumi arvamus digivaldkonna normide
toimivuskontrolli avaliku konsultatsiooni kohta

Tulenevalt Riigikantselei resolutsioonist 2-5/25-02345 edastab Siseministeerium arvamuse Justiits- ja
Digiministeeriumile avalku konsultatsiooni kohta, mis késitleb FEuroopa Lidu (edaspidi EL)
digivaldkonna normide toimivuskontrolli. Ulevaate koostasid Siseministeeriumi EL ja vilissuhete
osakond, digi- ja teabehaldusosakond ning sisejulgeolekuosakond (info@siseministeerium.ee).
Valdkondade eest vastutab Siseministeeriumi kantsler Tarmo Miilits
(tarmo.muilits@siseministeerium.ee).

Siseministeerium tervitab Euroopa Komisjoni initsiatiivi hinnata digivaldkonna normide toimivust. EL-
i digivaldkonna oOigusaktide kogumdju voOib julgeoleku vaatest tekitada riske eelkdige juhul, kui
regulatsioonid on killustatud, kattuvad vdi ebaselge kohaldamisalaga. Uheks niiteks vdib tuua mdju,
mis kaasneb tehisaru midruse rakendamisega. Kuigi on oluline, et uute tehnoloogiate kasutuselevott
arvestab kaasnevaid riske ja ohte, on rikkide jaoks iisna keeruline leida tasakaal uute tehnoloogiate eeliste
ja riskide maandamise vahel (st eriti ajal, mil standardid on alles vdljatootamisel). Samuti tuleks arvestada
kumulatiivse halduskoormusega, sestiga uue digusaktiga kaasneb koormus ressurssidele (nt aeg, kapital,
mimesed), mis sageli kattuvad. Voimaliku lahendusena voib pakkuda nditeks monede teemade
koondamine arutamiseks ja analiilisimiseks {ihte toorihma, et optimeerida ressurssi ja vdhendada
dubleerimist.

Kiiberturvalisuse seisukohalt on riskiks ka see, et nduded intsidentidest teatamisele, riskihindamisele ja
andmete kaitsele ei ole piisavalt thtlustatud eri sektorite ja likmesriikide vahel See voib takistada
Oigeaegset infot jagamist ja koordineeritud reageerimist piirililestele kiibermtsidentidele ning vihendada
clutdhtsate ~ teenuste  ja  digitaristu  vastupanuvdimet.  Lisaks  vdivad  automatiseeritud
vastavusmehhanismid ja tehisarul pohinevad lahendused, kui nende vastutus- ja jirelevalveraamistik ei
ole selge, kujutada endast julgeolekuriski. Liigne tuginemine automatiseeritud siisteemidele voib
viahendada mimlikku kontrolli raskendada vastutuse tuvastamist ning suurendada siisteemsete vigade
vO1 pahatahtliku vddrkasutuse moju. Seetdttu on oluline, et digitaalse toimivuse kontrolli kéigus
arvestataks selgelt ka rikliku ja kollektiivse julgeoleku vajadustega ning vélditaks lihtsustamist

julgeoleku arvelt.
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